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Terms of engagement 

Knowledge-driven model 
 

Problem-solving model 
 

Political/tactical models 
 

Interactive model 
 

Enlightenment model 
 
Nutley, S. M., Walter, I., & Davies, H. (2007). Using Evidence. Policy Press. 



As anyone working in the field of 
research use knows, a central irony is the 
only limited extent to which evidence 
advocates can themselves draw on a 
robust evidence base to support their 
convictions that greater evidence use will 
ultimately be beneficial to public services 
 
(Nutley, Walter, & Davies, 2007) 

 

What’s the evidence? 



EU Kids Online 

 

 EU Kids Online aims to 

enhance knowledge of 

the experiences and 

practices of European 

children and parents 

regarding risky and safer 

use of the internet 

 

 It aims to provide a 

rigorous evidence base 

to support stakeholders 

in efforts to maximize 

online opportunities 

while minimizing the risk 

of harm 

 

 Three phases of work 

from 2006-2014 



EU Kids Online’s top 10 findings 

1. The more children use the internet, the more digital skills they gain and the more they climb the 

‘ladder of online opportunities’.  

2. Not all internet use results in benefits, for these depend on their age, gender and socio-economic 

status, on how their parents support them, and on the positive content available to them. 

3. Children’s use, skills and opportunities are also linked to online risks; the more of these, the more 

risk of harm; thus as internet use increases, greater efforts are needed to prevent risk increasing. 

4. Not all risk results in harm, for this depends on their age, gender and socio-economic status, and 

also on their resilience and resources to cope with what happens on the internet. 

5. Also important is the role played by parents, school and peers, along with national provision for 

regulation, content provision, cultural values and the education system. 

6. Pornography tops children’s online concerns. 

7. Violent, aggressive, cruel or gory content comes next. 

8. What most upsets children is real/realistic rather than fictional violence, especially to the 

vulnerable. 

9. Children’s concern about online risks rises markedly from 9 to 12 years old; younger children are 

more concerned about content risks; older ones about conduct and contact risks. 

10. Children see video-sharing websites as most linked with violent, pornographic and other 

content risks.  



Ways of working 



Avoiding moral panics 



The push for online child protection was 
perceived to be a threat to privacy and 
freedom of expression rights 
 
(Raboy & Shtern, 2010) 

 
Online privacy, child safety, free speech and 
anonymity are on a collision course 
 
(Szoka & Thierer, 2009) 

Intellectual/political conflicts 



Listening to what bothers children online 



Working with stakeholders 



Life is complicated 

 
There is nothing a 

Government hates more 
than to be well-informed; 
for it makes the process of 
arriving at decisions much 

more complicated and 
difficult. 

 
(John Maynard Keynes, The Times, 

11/3/1937) 

 



Outcomes and impacts 



The EU Kids Online Network: 
www.eukidsonline.net 


